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MIC handles hundreds of 
claims and lawsuits every 
year. However, many 

insureds are unaware of the additional 
benefits and services beyond claims 
handling that OMIC provides to 
policyholders and their staff. Over the 
past five years, OMIC has spent more 
than $1.8 million to help insureds 
proactively manage a myriad of 
sensitive, complex liability issues that 
were not malpractice claims. This 
Digest reviews some of these events 
and the value of calling OMIC early 
and often when they occur. 

Reports to claims department
In 2014, OMIC’s claims department 
received over 600 reports from 
insureds. Of these, 201 were claims 
(written demands for money) and 
lawsuits, and the rest were incident 
and miscellaneous reports (see graph 

on page 4). Most of the 415 incident 
and miscellaneous reports were what 
OMIC considers “potential claims,” 
events that may result in an actual 
claim or lawsuit. Such events include 
oral demands for money or services, 
medical records requests, adverse 
outcomes resulting from patient 
treatment, and other signs the patient 
may be dissatisfied with treatment. An 
early call to OMIC’s claims staff starts 
the process of coverage for a 
potential claim. Staff will provide 
guidance on steps to take to minimize 
the impact of the incident. Some 
incident and miscellaneous reports 
don’t fall clearly into the potential 
claim category. As illustrated in the 
case study that follows, these matters 
may arise in an unusual manner and 
require significant claims and legal 
assistance before they are resolved.

OMIC insureds are encouraged 
to contact the claims department 
whenever they are requested to give 
their deposition in a malpractice 
claim so OMIC can determine 
whether counsel should be assigned. 
Generally, they are simply being 
deposed as a “fact witness,” someone 
who was a treating physician or 
consultant in the plaintiff’s care. 
In these cases, OMIC may assign 
counsel to make sure the insured’s 
testimony is limited to “facts” and 
does not include conjecture. 

In May 2013, an insured contacted 
the OMIC claims department thinking 
he was going to be deposed simply 
as a fact witness (consulting doctor) 
in a lawsuit against another physician 
and a hospital. The plaintiff had 
undergone gastric bypass surgery. In 
the weeks following the surgery, the 
plaintiff was seen at the emergency 
department several times for nausea 
and vomiting. During one of these 
visits, the patient complained of 
blurry vision, confusion, low energy, 
and cognitive problems and was 
admitted to the hospital for further 
examination. The patient’s gastric 
bypass surgeon and an internal 
medicine physician were supervising 
her care, and the OMIC insured 
was called to consult on the vision 
problems. The ophthalmologist felt 
the patient’s blurry vision could be 
caused by a thiamine (B1) deficiency. 
As another physician had already 
ordered B1 and B6 testing, the 
ophthalmologist felt his consult report 
properly communicated his concern 
to the team of doctors caring for 
this patient. Unfortunately, none of 
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“We value your security and are committed to protecting 
your financial health,” thus said the letter accompanying 

a new credit card I received not too long ago. In response 
to another major retailer cyber hack, my bank had taken the 

liberty of not only replacing the plastic of its millions of card 
holders but changing the account numbers as well. Despite the aggravation of 
alerting all my autopay accounts, I did take some comfort in another layer of 
protection for my financial information. It made me wonder, do I have the same 
level of comfort when it comes to the security of my practice’s information? 
The answer to that question is a little more complicated. 

It used to be that the greatest external threat to the security of my practice 
might be a natural disaster. Fire and flood almost seem welcome compared to 
the vulnerabilities we face today in our interconnected, virtual world. You don’t 
have to lose an EMR laptop or have a server stolen from your office (though 
both have happened to our insureds) to put patients’ privacy at risk. Hackers 
on the other side of the world can breach firewalls and wreak havoc on your 
practice and its reputation.  

MESSAGE FROM THE CHAIR

TAMARA R. FOUNTAIN, MD, OMIC Board of Directors 

THE OPHTHALMIC RISK MANAGEMENT

OPHTHALMIC MUTUAL INSURANCE COMPANY VOLUME 25    NUMBER 1   2015



Ophthalmic Mutual Insurance Company2     V25 N1 2015

It’s not just larger institutions like hospitals 
that have experienced these breaches either. 
OMIC has received approximately 50 reported 
claims related to cyber breaches. Practices may 
be targeted by a disgruntled employee or simply 
chosen at random by hackers who are now 
moving down the food chain as larger institutions 
beef up their cyber defenses.

None of this is surprising when you consider 
that your patients’ medical information is worth 
10 to 20 times more to criminals than a credit 
card number on the black market. Names, birth 
dates, policy numbers, diagnosis codes, and 
billing information are collected by fraudsters 
to create fake IDs that can be used to buy and 
resell medical equipment and drugs. Patient 
identification data can be combined with false 
provider numbers to file phony claims with 
various insurers. 

As healthcare providers, we must disclose 
breaches of unsecured data to comply with

HIPAA and HITECH requirements. This may 
include contacting each of our patients to explain 
what happened. We also must get our systems 
back up and running and will be expected to 
help our patients protect themselves from further 
harm by purchasing credit monitoring services or 
providing some other remedy. We also may face 
fines or penalties.

OMIC recognized these external threats long 
before most other carriers and, 17 years ago, 
added benefits to the standard professional 
liability policy to help pay for several non-patient 
care professional liabilities. The Board voted 
unanimously last fall to double the amount of 
this coverage to $100,000 per policy period. 
You’ll be glad to know that this additional 
coverage comes at the same low price of FREE 
for our insureds. Learn more at www.omic.com/
policyholder/benefits/.  

Although I’m still a little concerned I may need 
to deal with one of these regulatory issues or 
cyber breaches in the future, I do take comfort in 
knowing that my OMIC policy is there to help me 
when I need it. 

overage for the 14 different regulatory 
and cyber electronic media (e-MD) 
exposures is included in OMIC’s 

standard professional liability policy at no 
additional premium, subject to a per policy 
period sublimit of $100,000 per claim and in 
the aggregate. The sublimit for disciplinary 
proceedings related to direct patient treatment 
is $25,000. For a list and description of all 14 
additional benefits included in your OMIC policy, 
visit www.omic.com/policyholder/benefits/. 

On the policyholder benefits page you will 
find information under the following categories:

•	 Billing Errors (“Fraud and Abuse”)  
	 Allegations

•	 HIPAA/HITECH Privacy Violations

•	 Other Regulatory Exposures (DEA, Stark Act,  
	 EMTALA investigations)

•	 Licensure Actions

•	 Disciplinary Proceedings

•	 Cyber Liability and Network Vulnerabilities  
	 (e-MD)

With the move to electronic medical records, 
HIPAA and HITECH exposures related to cyber 
and electronic media breaches have increased for 
ophthalmic practices. Practices are also subject 
to a wide variety of potential losses as a result 
of network vulnerabilities, including damage to, 
or loss of, data. To assist policyholders, OMIC 
now has a dedicated web page devoted to cyber 
liability exposures. Visit the risk management 
section of OMIC’s website for articles, tools, links, 
and loss prevention resources. 

Exclusively for policyholders
OMIC launched a Cyber Liability Risk 
Management Portal in 2014. Go to www.omic.
com/risk-management/ for links to state-specific 
regulations, sample templates and protocols, 
employee notices and guidebooks, compliance 
plans, and coverage information. You must 
register or log in to MyOMIC services online to 
access the portal. The process is easy and takes 
just a few minutes. For live assistance, please 
contact the policyholder risk management hotline 
at 800.562.6642 (press 4) or email a risk manager 
at riskmanagement@omic.com.  
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Additional benefits under OMIC’s policy
KIMBERLY WYNKOOP, OMIC Senior Legal Counsel

nsureds occasionally run 
into situations that are not 
medical professional liability 

issues, but they nonetheless need 
legal assistance or incur expenses. 
Feedback from our policyholders 
has helped us anticipate such 
scenarios and find coverage to help 
them respond to such situations. 
OMIC’s policy provides a number of 
additional benefits for disciplinary 
proceedings, regulatory actions, and 
cyber liability. This article reviews 
some of these scenarios and discusses 
the coverage available under OMIC’s 
policy to assist insureds. 

As part of its peer review process, 
a hospital is questioning some of an 
insured’s procedures. The outcome 
could impact credentialing. 

Under OMIC’s Broad Regulatory 
Protection (BRP) coverage, OMIC 
will reimburse an insured for legal 
expenses incurred as a result of a 
peer review proceeding: a review 
action by the professional review 
body of a healthcare facility that has 
the potential to adversely affect the 
insured’s clinical privileges there. 
Under BRP’s reimbursement coverage, 
the insured has complete freedom 
of choice of counsel, but if panel 
counsel is retained, the insured’s 
25% copayment is waived. Even with 
reimbursement coverage, the insured 
must give OMIC timely notice of the 
proceeding.

An insured receives notice from 
the state licensing board alleging he 
bought misbranded or adulterated 
medications from an unlicensed 
distributor.

BRP provides reimbursement of 
legal expenses for a proceeding by a 
state licensing authority that arises out 
of the practice of ophthalmology but 
is not due to direct patient treatment. 
(Licensing proceedings arising from 
direct patient treatment are covered 
under a different benefit, OMIC’s 
Disciplinary Proceeding Protection.

For an example of this coverage in 
action, see the Closed Claim Study.)

An insured’s office has sent a 
bill that contains protected health 
information to the wrong patient. 
Another insured has a laptop stolen 
from her car and her computer 
system is hacked.

OMIC’s e-MD protection would 
cover these situations. OMIC would 
“pay on behalf of” the insured 
security and privacy breach response 
costs, notification expenses, and 
support and credit monitoring 
expenses incurred by the insured 
with OMIC’s prior written consent. 
This covers various expenses to 
comply with governmental privacy 
legislation mandating notification 
to affected individuals, including 
legal fees, computer forensic and 
investigation fees, public relations 
expenses, postage expenses, and 
related advertising expenses. In 
addition, OMIC would appoint a 
public relations consultant if necessary 
to avoid or mitigate damage to the 
reputation of the insured resulting 
from an adverse media report about 
the breach. OMIC would also pay 
for credit file monitoring services 
and identity theft assistance for 
affected individuals. Unlike the BRP 
reimbursement coverage described 
above, this e-MD “pay on behalf 
of” coverage means that OMIC has 
the right and duty to appoint these 
consultants and pay these expenses 
directly. Therefore, insureds should 
notify OMIC’s claims department 
immediately when a covered event 
occurs. 

Risk management issues
Some scenarios that occur are 
simply risk management issues 
and not yet incidents that trigger 
coverage. Insureds should contact 
the risk management hotline if they 
require assistance in the following 
circumstances.

The DOJ shows up at an insured’s 
office and demands to see patient 
files. Another insured’s billing is 
randomly audited by CMS. 

The BRP benefit reimburses legal 
expenses, shadow audit expenses, 
and fines or penalties due to a billing 
errors proceeding. A billing errors 
proceeding must allege presentation 
of erroneous bills by the insured. In 
the above two examples, there has not 
yet been an allegation of erroneous 
billing, so coverage is not yet available. 
The insured may wish to consult an 
attorney if he or she needs assistance 
with responding to an audit and should 
call an attorney if investigators appear 
in person to view or collect patient 
files. OMIC can provide insureds with 
panel counsel reference(s) if they 
wish to hire an attorney who, if the 
audit or investigation turns into a 
covered proceeding, is already vetted. 
Insureds may also seek help from 
coding experts through the American 
Academy of Ophthalmology’s Chart-
Auditing Service. 

An insured using mobile devices to 
remotely access medical records wants 
to ensure proper security is in place.

BRP reimburses legal expenses, 
fines, and penalties for governmental 
proceedings against the insured 
alleging violation of HIPAA privacy 
and security regulations. In this 
example, no violation has been 
alleged. Additionally, the e-MD benefit 
pays on behalf of insureds loss and 
legal expenses due to a claim for a 
security or privacy wrongful act, which 
includes the insured’s failure to prevent 
or disclose a security breach, or a 
privacy breach by the insured, which 
includes violation of any law protecting 
identifiable financial or medical 
information. E-MD also covers insureds 
for regulatory fines and penalties or 
compensatory awards for security 
and privacy breaches. The scenario 
presented does not indicate that any 
security or privacy breach has occurred. 
It is a risk management issue.

POLICY ISSUES

I
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the treating physicians reviewed the 
B1 test results, and about five days 
after the ophthalmology consult, the 
patient went into a catatonic state 
and was transferred to a psychiatric 
hospital. It was only then that the B 
vitamin test results were interpreted 
and the patient was noted to be 
suffering from an extremely low 
vitamin B1 level. She was diagnosed 
with Wernicke-Korsakoff syndrome 
and given thiamine to treat the 
condition. The lawsuit against the 
surgeon and internist alleged delayed/
missed diagnosis and failure to treat, 
which caused neurological injuries and 
permanent irreversible brain damage. 

OMIC’s claims staff reviewed 
the notice of deposition and 
contacted local defense counsel, 
who determined that the plaintiff 
attorney might name the insured in 
the lawsuit. State law allowed the 
plaintiff six months after the notice 
of deposition to add defendants. 
The OMIC defense attorney 
carefully prepared the insured for his 
deposition, with the assumption that 
the insured might be named as a 
defendant. Accordingly, the attorney 
attended the depositions of other 
parties and witnesses to prepare 
to defend the insured if needed. 
During the deposition, the plaintiff 
attorney asked probing questions of 
the insured’s care, suggesting there 
should have been better follow-up. 
The plaintiff attorney also tried to 
get the insured to criticize the care 

of the defendants. Fortunately, the 
insured was well prepared, confidently 
explaining his own care without giving 
damaging testimony against the 
other providers. The OMIC insured 
was never named as a defendant. His 
call for deposition assistance limited 
his role in the lawsuit, ultimately 
protecting him and keeping OMIC’s 
costs to $10,000.  

Reports to risk management
The risk management hotline is one of 
the most utilized and valued services 
that OMIC provides to its insureds. 
In 2014, 1,960 insureds and their 
staff called the hotline (see graph). 
Over half of the calls had to do with 
general risk management issues, 
such as documentation and record 
keeping, informed consent, HIPAA 
privacy, and proper advertising. Calls 
about “difficult patients” were less 
frequent (116 reports) but were often 
challenging and time consuming 
because many aspects of care needed 
to be discussed, including the 
patient’s clinical and mental status, 
comorbidities, and payment issues. 
OMIC risk management staff work 
with the insured to craft an approach 
that resolves difficult patient situations 
so they do not escalate into claims.

Like the claims department, the 
OMIC risk management department 
also receives incident reports 
about adverse outcomes that may 
eventually become claims. In 2014, 
the risk management department 
received over 580 incident reports, 
approximately one-third of all 
calls to the hotline. Reports of 
incidents to the OMIC claims and 
risk management departments 
differ in important respects. First, all 
matters reported to the OMIC risk 
management department are kept 
strictly confidential; they are not 
shared with the underwriting or claims 
departments without the insured’s 
explicit permission. As a result, 
coverage is not triggered when an 
incident is first discussed with the risk 
management department, but insureds 
are encouraged to contact the claims 

department if the incident seems likely 
to result in a claim. At times, the best 
approach to managing an incident is to 
have risk management and claims work 
collaboratively with the insured, as the  
following case study demonstrates.

Last year, an insured called the risk 
management department to report 
a cluster of endophthalmitis cases 
in his retina practice. He believed 
the cluster arose from contaminated 
Avastin he had purchased from 
a compounding pharmacy in his 
state. On a Monday, Tuesday, 
and Wednesday, the insured had 
injected 46 patients with the same 
lot of 70 syringes repackaged by the 
compounding pharmacy three weeks 
earlier. By Thursday of that week, four 
patients injected on Monday returned 
to his office with endophthalmitis. 
All four were immediately taken to 
surgery, tapped, and injected with 
antibiotics. 

The insured contacted the 
compounding pharmacy that same 
day and reported his strong suspicion 
that the Avastin was contaminated. 
He also spoke to OMIC’s risk 
management department and was 
advised to sequester the remaining 
vials of Avastin and to contact the 
state health department, the Centers 
for Disease Control, and the Food 
and Drug Administration. 

Not knowing how many 
other patients might have been 
affected or the exact cause of 
the endophthalmitis, the insured 
contacted all patients treated for 
age-related macular degeneration 
that week, including those who 
received Lucentis or Eyelea instead 
of Avastin. The insured had to cancel 
all his regularly scheduled patients 
over the next few days and worked 
over the weekend and into the 
middle of the following week in order 
to examine all the patients he had 
injected. As a precautionary measure, 
he prophylactically administered 
Vancomycin to all patients who had 
had intravitreal Avastin injections. 
Fortunately, no other patients 
developed endophthalmitis.

Call early, call often: Benefits of proactive incident reporting
continued from page 1

107  
miscellaneous 

reports

201  
claims/lawsuits

308  
incident 
reports

 REPORTS TO CLAIMS IN 2014
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With the permission of the insured, 
OMIC’s claims department got 
involved and assigned a defense 
attorney. The defense attorney 
learned that an ophthalmologist from 
another state had reported a case 
of endophthalmitis from Avastin, 
bringing the total number of cases to 
five. The Avastin had come from the 
same compounding pharmacy and 
had been repackaged on the same 
day as the lot of syringes used by the 
OMIC insured. The pathology results 
from all five cases showed the same 
variant of streptococci. 

To ensure that other 
ophthalmologists were notified, 
the insured and OMIC staff 
contacted the American Academy of 
Ophthalmology and the American 
Society of Retina Surgeons. The 
FDA, which had already been 
informed, issued a MedWatch Alert 
announcing a “voluntary recall” by 
the compounding pharmacy. In the 
recall, the FDA stated that syringes 
had been distributed to ophthalmic 
practices in Georgia, Louisiana, South 
Carolina, and Indiana. MedWatch 
advised ophthalmologists to 
immediately stop using lots of the 
recalled Avastin and to report any 
reactions or quality problems. 

The story was picked up by the 
media. ABC online news compared 
these cases to the fungal infections 
following injection of contaminated 
medications from New England 

Compounding Center and similar 
prior endophthalmitis clusters that 
led to blindness after injection of 
compounded Avastin. ABC quoted 
the owner of the compounding 
pharmacy as stating: “We don’t know 
if the problem is with the vial from 
Genentech, our in-house procedures, 
or the physician’s office.” 

The OMIC insured was contacted 
by a New York Times reporter for an 
interview. OMIC staff and defense 
counsel advised him not to talk with 
the media as this might compromise 
patient privacy and hamper the 
investigations being conducted by 
the FDA and state health department. 
The health department inspected the 
insured’s office the week following 
the outbreak and reviewed medical 
records for all patients who had 
received intravitreal injections during 
the at-risk period. The review was 
aimed at identifying risk factors 
for infection and evaluating office 
infection prevention practices. 
Inspectors found no deficiencies in 
injection technique or medication 
storage and handling at the 
insured’s office; however, they did 
identify multiple deficiencies at 
the compounding pharmacy in its 
repackaging process and determined 
that it had not complied with United 
States Pharmacopeial Chapter 797 
(USP 797) standards for compounding 
or with recommended best practices 
for compounding Avastin. 

With the assistance of retina 
specialists at a local university, the 
insured continued to care for the 
patients affected by endophthalmitis. 
The patients made no mention to the 
insured of filing a claim or lawsuit. 
Nonetheless, within a few weeks of 
the incident, the insured received 
a request for medical records from 
a well known plaintiff attorney 
representing three of the four patients 
who had developed endophthalmitis. 
Several months later, the plaintiff 
attorney called the insured’s office 
and requested an interview. The 
insured immediately contacted OMIC 
and the defense attorney who had 

already been assisting him. The 
defense attorney advised the plaintiff 
attorney that he was representing the 
insured and that all further contact 
with the insured should be through 
his office. The plaintiff attorney 
assured the defense attorney that 
the only target of the claim was the 
compounding pharmacy. Despite 
these assurances, defense counsel 
was concerned that any information 
revealed during such an interview 
could later be used against the 
insured in a lawsuit. As a general 
rule, OMIC and defense attorneys 
advise against informal interviews 
with plaintiff attorneys. In this case, 
OMIC claims staff and the attorney 
decided to allow the interview as long 
as the defense attorney was present 
to monitor the line of questioning and 
terminate the interview if it appeared 
necessary. Moreover, counsel felt 
the insured had handled the cluster 
of endophthalmitis cases in an 
exemplary manner, exercising good 
judgment in his quick identification 
and treatment of patients and 
notification of regulatory agencies. 
The interview with the plaintiff 
attorney was uneventful. 

By promptly calling OMIC 
after identifying the cluster of 
endophthalmitis cases, the insured 
was able to avail himself of assistance 
from both the risk management and 
claims departments. With their help, 
he handled the clinical crisis and 
notified governmental agencies and 
the ophthalmic community quickly 
and effectively. The attorney assigned 
by OMIC helped the insured deal 
with the compounding pharmacy’s 
representatives and the patients’ 
attorney. While most incidents 
reported to OMIC are not as complex 
as this matter, this situation highlights 
the ability of OMIC staff to quickly 
muster the resources to help manage 
a fast-breaking incident. 

586  
incident  
reports

116 
difficult 
patient 
reports

198 risk 
reviews

1060  
general 

questions
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CLOSED CLAIM STUDY

Monovision misunderstanding leads 
to health department complaint
RYAN BUCSI, OMIC Senior Litigation Analyst

patient presented to an OMIC insured 
with complaints of poor vision related 
to cataracts. The patient refused to 

wear glasses or contact lenses and wanted to 
explore treatment options that would not require 
either. The insured discussed monovision with 
the patient, explaining that an operation would 
be required on both eyes and if successful, one 
eye would be used for distance vision and the 
other for near vision. It was explained that prior 
to the procedure, the patient would be required 
to wear a contact lens to determine if she was 
indeed a candidate for monovision and would 
be comfortable with the anticipated results. 
The insured determined that the patient was 
naturally nearsighted and that the contact lens 
would be placed in the right eye for distance 
vision. Following the contact lens trial, the 
patient reported that she had inserted the 
contacts on only three occasions, but that on 
these three occasions, her vision was “just fine” 
and therefore she believed that undergoing the 
monovision procedure was a “good solution.” 
The insured agreed that the patient was a good 
candidate for monovision, so cataract surgery for 
distance vision was performed on the right eye. 
Subsequently, cataract surgery was performed on 
the left eye for near vision. During the one month 
postoperative exam, the patient complained 
of blurred vision in the left eye when looking at 
items in the distance. The insured reminded the 
patient that her distance vision in the left eye was 
not supposed to be similar to her distance vision 
in the right eye as this was not the intended 
outcome of the monovision procedure. The 
insured did note a slight overcorrection in the 
left eye, for which he recommended a piggy 
back lens; however, the monovision procedure 
was successful. Following this examination, the 
patient did not return to the OMIC insured. 

Analysis 
Five months after his last contact with the 
patient, the insured received a letter from his 
state’s department of health alerting him that 
the patient had filed a complaint. The patient 
alleged that the wrong powered lens was placed 
in the left eye and that she had to undergo a 
subsequent procedure to correct this error. 

The insured promptly contacted OMIC and the 
case was referred to local defense counsel, which 
drafted a response letter to the state department 
of health. In the letter, defense counsel 
contended that the appropriate lens was placed 
in the left eye since the patient had agreed to 
monovision. Defense counsel was able to use 
informed consent documents and the insured’s 
medical records to prove that the patient was 
well aware that her right eye would be corrected 
for distance vision and her left eye would be 
corrected for near vision. Furthermore, the letter 
stated that following the procedure there was a 
slight overcorrection in the left eye. The exact 
reason for this overcorrection was unknown to 
the insured; however, it was possible that the lens 
itself shifted during the healing process. Defense 
counsel pointed out that this is a well known 
complication of the monovision procedure and 
in no way reflected a deviation from the standard 
of care. In addition, defense counsel retained 
a local expert who signed an affidavit stating 
that the care provided by the OMIC insured was 
well within the accepted standard of care. The 
combination of defense counsel’s letter and the 
supportive expert opinion prompted the state 
department of health to dismiss the patient’s 
complaint. 

Risk management principles
Complaints from state health departments or 
medical boards should be referred to the OMIC 
claims department. No matter how “informal” a 
request for a response to a patient’s complaint 
may seem, these matters are serious and require 
legal representation in order to assure that the 
proper process is followed. This increases the 
likelihood that the complaint will be dismissed 
and may help the insured avoid a related 
medical malpractice claim or lawsuit. This case 
also highlights the importance of the informed 
consent process when discussing a complex 
treatment plan with a patient. The insured in 
this case did such a good job documenting his 
informed consent discussion that it provided 
defense counsel with enough evidence to 
convince the medical board that the patient was 
well aware of the parameters of treatment as well 
as the risks. 

Allegation
Wrong powered 
lens placed 
during cataract 
surgery OS. 

Disposition
Complaint 
dismissed by 
state department 
of health.  
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RISK MANAGEMENT HOTLINE

When is a physician–patient relationship  
established?
PAUL WEBER, JD, ARM, Vice President, OMIC Risk Management/Legal

laintiffs who sue for medical 
malpractice must show 
that there was a physician-

patient relationship that created a 
legal duty. OMIC has addressed the 
issue of a duty being established 
when the physician has not personally 
seen the patient in the context of 
on-call coverage for the emergency 
department, coverage arrangements 
with colleagues, and new referrals 
from other physicians. Articles and 
recommendations related to these 
situations can be found at www.
omic.com. This article reviews an 
ophthalmologist’s duty to a patient 
that may arise from appointments 
with prospective patients and 
curbside consults. 

Q When is a legal duty established 
between physician and patient?

A Unfortunately, there are no 
statutes specifically outlining and 
providing guidance to physicians on 
the circumstances that create this 
duty towards the patient. Instead, 
the legal basis for the physician-
patient relationship arises out of court 
decisions that create precedents 
and vary by state. While there is no 
majority consensus, in general, the 
duty is established when a physician 
affirmatively acts in a patient’s care 
by diagnosing or treating the patient, 
or agreeing to do so. This area of law 
has evolved over decades so that 
now a physician-patient relationship 
may be established even when the 
physician does not personally see the 
patient, refuses to see the patient, or 
is unavailable to see the patient. Once 
the relationship is entered into, the 
physician owes a duty to the patient 
either to continue care or to properly 
terminate the relationship.

Q Can an appointment establish 
the physician-patient relationship?

A The general rule is that an 
appointment by a prospective 
patient to see an ophthalmologist by 
itself is not sufficient to establish a 
physician-patient relationship since 
an appointment does not necessarily 
mean the ophthalmologist has 
affirmatively acted or agreed to 
diagnose or treat the patient. However, 
since there is no “majority rule” on 
these issues, if a prospective patient 
misses a scheduled appointment, 
OMIC advises documenting your 
efforts to contact the prospective 
patient. Ophthalmologists generally 
may decline a request for an 
appointment but should have a policy 
to inform the prospective patient of 
the decision not to examine, diagnose, 
or treat and provide information 
about other options for care, e.g., 
the local hospital emergency room, 
local medical society, etc. When 
an ophthalmologist has granted an 
appointment for a specific consultation 
or procedure within his or her area of 
expertise, a duty to the patient can 
arise even prior to actually seeing the 
patient. However, if upon meeting and 
examining the patient, it is determined 
that the anticipated care is not needed 
or is beyond the ophthalmologist’s 
area of expertise, the patient should 
be referred to someone who can 
provide treatment. Once treatment 
has begun, regardless of whether it 
is within the ophthalmologist’s area 
of expertise, a relationship has been 
created and withdrawing from care 
at an unreasonable time or without 
affording the patient the opportunity 
to find a qualified provider may make 
the ophthalmologist liable for a claim 
of patient abandonment. OMIC 
insureds are encouraged to call the risk 
management hotline when they have 
concerns about withdrawing from care. 

Q Can an informal “curbside 
consult” establish a physician-patient 
relationship? 

A In the recent past, an informal 
opinion about a patient provided as a 
professional courtesy to a colleague 
did not typically establish a physician-
patient relationship. Generally, if the 
patient’s identity was not disclosed, 
the patient was unaware of the 
consultation, and the consulting 
ophthalmologist did not bill for the 
advice, most courts would not have 
found a physician-patient relationship. 
Now, however, courts are increasingly 
allowing medical malpractice suits to 
proceed against specialists consulted 
informally. For that reason, it is 
important to follow general rules to 
avoid unintentionally establishing a 
physician-patient relationship when 
providing a curbside consult:1 

1. When consulted by other 
physicians, (a) frame responses in 
very general terms; (b) suggest 
several possible answers, noting that 
all are dependent on the specific 
circumstances of a particular case; 
and (c) include disclaimer statements 
to emphasize that there is no formal 
consulting relationship.

2. Beware of evaluating test results 
of any kind and rendering a specific 
diagnosis.

3. Keep all such conversations/
communications short. If contacted 
by a treating physician a second 
time, consider suggesting a formal 
consultation.

4. Document any such consultations 
with the date of the inquiry, the 
inquiring physician’s name, the nature 
of the inquiry, and any advice given. 
Without a record of the advice given, 
the consultant will be defenseless 
should a claim arise regarding the 
consultation.
1. These rules are based on the article “A Doctor’s 
Legal Duty—Erosion of the Curbside Consult” by 
Kimberly D. Baker of the Federation of Defense 
Lawyers and Defense Counsel. 
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OMIC continues its popular risk 
management program throughout 
2015. Upon completion of 
an OMIC online or new PDF 
course, CD/DVD, or live seminar, 
OMIC insureds receive one risk 
management premium discount 
per premium year to be applied 
upon renewal. For most programs, 
a 5% risk management discount is 
available; however, insureds who 
are members of a cooperative 
venture society (indicated by an 
asterisk) may earn an additional 
discount by participating in an 
approved OMIC risk management 
activity. Courses are also listed 
on the OMIC website, www.omic.
com. Contact Linda Nakamura 
at 800.562.6642, ext. 652, 
or lnakamura@omic.com for 
questions about OMIC’s risk 
management seminars, CD/DVD 
recordings, or computer-based 
courses. 

My Doctor Never Told Me THAT 
Could Happen! Webinar available 
to OMIC insureds at no charge. 
Contact OMIC’s risk management 
department for more details.

April
2 EMR and The Internet: The 
Collision of Medicine and 
Technology. Delaware Academy of 
Ophthalmology.* Medical Society 
of Delaware Conference Center, 
Newark, DE; 6:30 pm. Contact 
DAO at 302.224.5181 or mrh@
medsocdel.org.

19 Identifying and Managing 
Unhappy Patients (course 19–A6). 
JCAHPO event at the American 
Society of Cataract & Refractive 
Surgery. San Diego Convention 
Center, CA; 3:30–4:30 pm. 
Contact ASCRS at 703.591.2220 or 
http://annualmeeting.ascrs.org/.

May
1 Electronic Health Care Records. 
Maine Society of Eye Physicians 
& Surgeons.* Harraseeket Inn, 
Freeport, ME; 1–2 pm. Contact 
MSEPS at 207.445.2260 or 
sgoggin@mainemed.com.

2 OMIC Closed Claims. Texas 
Ophthalmological Association.* 
Austin Convention Center, TX; 
9–9:50 am. Contact TOA at 
512.370.1504.

CALENDAR OF EVENTS

Massachusetts Medical Society, 
Watham Woods, MA; 6–7 pm. 
Contact MSEPS at 617.426.2020.

June
12 Diagnostic Errors. Connecticut 
Society of Eye Physicians.* 
Aqua Turf Club, Plantsville, CT; 
time TBA. Contact CSEP at 
860.567.3787.

19–20 OMIC Closed Claims. 
Virginia Society of Eye Physicians & 
Surgeons.* Sheraton Tysons Hotel, 
Vienna, VA; time TBA. Register 
with VSEPS at 804.261.9890 or 
http://vaeyemd.org/.

28 Diagnostic Errors. Florida 
Society of Ophthalmology.* The 
Breakers, Palm Beach, FL; 7 am. 
Register with FSO at 904.998.0819 
or http://www.mdeye.org.

8 OMIC Closed Claims. Maryland 
Society of Eye Physicians & 
Surgeons.* The Hilton at BWI 
Airport, Linthicum Heights, MD; 
time TBA. Contact MSEPS at 
410.244.7320.

14–17 OMIC Closed Claims. 
American Society of Ophthalmic 
Plastic & Reconstructive Surgery.* 
Marriott’s Frenchman’s Cove, 
St. Thomas, Virgin Islands; time 
TBA. Register at http://www.
asoprs.org/i4a/pages/index.
cfm?pageid=3587.

16 Diagnostic Errors. West 
Virginia Academy of Eye Physicians 
& Surgeons.* Stonewall Resort, 
Roanoke, WV; time TBA. Register 
with WVAEPS at 304.598.4861 or 
http://www.wveyemd.org.

28 Litigation 101—How to Avoid 
Traps for the Unwary Physician. 
Massachusetts Society of Eye 
Physicians & Surgeons.* 

Connect with us!

Web: OMIC.com

Twitter: @myOMIC

Facebook: OMICpage


